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Assurance Continuity Maintenance Report:  
 
On 17 April 2009, Cisco Systems Inc, submitted an Impact Analysis Report (IAR) to CCEVS for approval. 
The IAR is intended to satisfy requirements outlined in Common Criteria document CCIMB-2004-02-009, 
“Assurance Continuity: CCRA Requirements”, version 1.0, February 2004. In accordance with those 
requirements, the IAR describes the changes made to the certified TOE, the evidence updated as a result of 
the changes and the security impact of the changes. 
 

Changes to TOE: 

This maintenance activity covers a collection of approximately 149 bug fixes to make the TOE function as 
specified. No existing functionality was removed and no new functionality was added. 

The primary intent of this maintenance release was to correct vulnerabilities in the product that were 
disclosed late in the evaluation process. 

Analysis and Testing: 

All of the bug fixes were found to have no (or minimal) security relevance. 

Conclusion:  

This maintenance activity covers bug fixes and corrective maintenance to ensure that the Cisco ASA 
products function as specified. No existing functionality was removed and no new functionality was added. 
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