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References:  

Common Criteria Evaluation and Validation Scheme Publication #6 “Assurance 

Continuity: Guidance for Maintenance and Re-evaluation” Version 3.0, 

September 12, 2016 

NIAP Policy #12 “Acceptance Requirements of a product for NIAP Evaluation.” 

March 20, 2013 

 Common Criteria document CCIMB-2004-02-009 “Assurance Continuity: CCRA 

Requirements” Version 1, February 2004 

Avaya Virtual Services Platforms Impact Analysis Report Version 1.0, July 
14, 2017 
 
Avaya Virtual Services Platforms Common Criteria Security Target 
Document Version: 2.0 July 2017 
 
Common Criteria Avaya VSP Series Addendum Release 2.0 

 

Affected Evidence:   

Avaya Virtual Services Platforms Common Criteria Security Target Document 

Version: 2.0 July 2017 

Common Criteria Avaya VSP Series Addendum Release 2.0 

  

Updated Developer Evidence:  



Avaya Virtual Services Platforms Common Criteria Security Target Document 

Version: 2.0 July 2017 

Common Criteria Avaya VSP Series Addendum Release 2.0 

Assurance Continuity Maintenance Report: 

Acumen Security, LLC. on behalf of Avaya Inc. submitted an Assurance Continuity Maintenance Report 
(ACMR) to CCEVS for approval to remove the VSP7024XLS and VSP7024XT platforms.  
The ACMR is intended to satisfy requirements outlined in  

 Common Criteria Evaluation and Validation Scheme Publication #6 “Assurance Continuity: 
Guidance for Maintenance and Re-evaluation” Version 3.0, September 12, 2016.  

 NIAP Policy #12 “Acceptance Requirements of a product for NIAP Evaluation.” March 20, 2013 

 Common Criteria document CCIMB-2004-02-009, “Assurance Continuity: CCRA Requirements”, 
version 1.0, February 2004.  

In accordance with those requirements, the ACMR describes the changes made to the certified TOE, the 
evidence that was updated as a result of those changes, and the security impact of those changes. 
 

Changes to TOE:  

The TOE has been updated in the following areas. 

1. The Security Target is changed to remove references to the removed hardware models 

VSP7024XLS and VSP7024XT platforms. 

2. The administrative guidance is changed to remove references to the removed hardware models 

VSP7024XLS and VSP7024XT. 

3. There are no software changes presented in the ACMR. 

 

Vendor Conclusion:  

The impact on assurance is minor. No software changes were made to the TOE. Only two platforms have 

been removed from the evaluation. 

Validation Team Conclusion:  

The validation team reviewed the changes and concur the changes are minor and that certificate 

maintenance is the correct path for assurance continuity as defined in Scheme Process #6. Therefore, 

CCEVS agrees that the original assurance is maintained for the above cited version of the product. 

 


