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Assurance Continuity Maintenance Report:  

The vendor for the IntruShield IDS, McAfee, Inc., submitted an Impact Analysis Report (IAR) to CCEVS for 
approval on 20 March 2006. The IAR is intended to satisfy requirements outlined in Common Criteria 
document CCIMB-2004-02-009, “Assurance Continuity: CCRA Requirements”, version 1.0, February 2004. 
In accordance with those requirements, the IAR describes the changes made to the certified TOE, the 
evidence updated as a result of the changes, and the security impact of the changes.  

 

Security Relevant Changes:  

Four new sensor models (1400, 2700, 3000, and 4010) were added to the family of evaluated 
configurations. These have identical functionality to the previously-evaluated platforms. 

There were also some cosmetic changes to the user interface; these are not security relevant. 

All developer documentation was updated to reflect these changes. 

 

Conclusion:  

The only security-relevant changes were the additional sensor models. These were subjected to the same 
testing as the original platforms and found to behave correctly.  
  
Consideration of the nature of the changes leads to the conclusion that they are best classified as minor 
changes and that certificate maintenance is the correct path to continuity of assurance. Therefore, CCEVS 
agrees that the assurance is maintained for this version of the product.  


